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	Compliance Breach Reporting Briefing Note



Introduction

Effective from the 1st October 2021 there are a new set of rules governing what breaches have to be reported to ASIC and when they have to be reported.  In addition, there are some new obligations on AFSL holders to report other AFSL’s that would appear to be in breach of their obligations.

A full coverage on this topic is available from RG78 – Breach Reporting By AFS Licensees (RG78 - Breach Reporting By AFS Licensees).  The new rules provide additional clarity to the reporting obligations and remove the ability of AFSL’s to assess some breaches as non-reportable.
Breach Reporting Triggers
Our Breach Reporting obligations are based on the concepts of Reportable Situations, Core Obligations and the breach being Significant.

A Reportable Situation arises where:

· We or our representative(s) have breached a Core Obligation and the breach is Significant, or
· We or our representative(s) are no longer able to comply with a Core Obligation and the breach, if it occurs, will be Significant; or
· An investigation by us into whether a Reportable Situation of the nature described in items above has arisen continues for more than 30 days, or where the investigation (which continued for more than 30 days) discloses there is no Reportable Situation; or
· We engage in gross negligence in the course of providing a financial service, or serious fraud (whether or not in the course of providing a financial service).
Our Core Obligations are:

· Do all things necessary to ensure that the financial services covered by our Licence are provided efficiently, honestly and fairly;

· Have in place adequate arrangements for the management of conflicts of interest;

· Comply with the conditions of our Licence;

· Take reasonable steps to ensure that our representatives comply with the financial services laws;

· Comply with the ASIC reference checking and information sharing protocol;

· Have adequate resources to provide the financial services covered by our Licence and to carry out supervisory arrangements;

· Be competent to provide the financial services;

· Have trained and competent representatives;

· Have an IDR procedure for retail clients that complies with standards and requirements made or approved by ASIC in accordance with the regulations:

· Have adequate risk management systems;

· Have compensation arrangements in accordance with s912B; and 

· Comply with any other obligations prescribed by Corporations Regulations, including the requirement to cooperate with AFCA;

· Comply with Chapter 7 of the Corporations Act (financial services and markets);

· Comply with the Insurance Contracts Act.

A breach of a Core Obligation is automatically deemed Significant where :

· It involves an offence punishable by imprisonment for 12 months or more (3 months or more for offences involving dishonesty);

· It involves a contravention of a civil penalty provision under any law (unless excluded by regulation);

· It involves a contravention of the prohibitions against misleading or deceptive conduct in relation to a financial product or service;

· The breach results or is likely to result in material loss or damage to our clients or members;

A breach of a Core Obligation that is not automatically deemed Significant as above can still be considered Significant based on our self-assessment as follows:

· The number and frequency of similar breaches;

· The impact of the breach on our ability to provide financial services covered by our Licence;

· The extent to which the breach indicates that our arrangements to ensure compliance with the Core Obligations are inadequate; and

· Any other matters prescribed by regulation (none as at 6th October 2021).

Breach Reporting Time Limits

We now have a 30 day time limit to report breaches to ASIC.  The start of the time limit is when we:

· Become aware a reportable situation has arisen; or

· Have reasonable grounds to suspect a reportable situation has arisen; or

· Are being reckless as to whether there are reasonable grounds to suspect a reportable situation has arisen.

In determining the timing of reporting a breach to ASIC the following guidelines should be followed:

· We should not wait until we have completed a full investigation to satisfy ourselves whether the breach or likely breach is significant.
· We should not wait until the breach or likely breach has been considered by our board of directors or by our internal or external legal advisers.
· We should not wait until we have taken steps to rectify the breach,

· We should not wait in the case of a likely breach, until the breach has in fact occurred.
· If in doubt, err on the side of caution and report the breach to ASIC immediately.

Reporting On Other Licensees
We also have a new obligation to lodge reports in relation to other licensees in some circumstances, including where the reporting licensee has reasonable grounds to believe a reportable situation involving a breach of the licensee's obligations, gross negligence or fraud has arisen in relation to another licensee and one of the individuals involved is the licensee or one of its employees, directors or representatives.

We also have additional obligations to notify and compensate retail clients who have received personal advice and have or will suffer loss or damage as a result of a Reportable Situation, and to investigate reportable concerns that may affect those clients.

Breach Reporting Process

The ASIC Regulatory Portal needs to be used to report significant breaches to ASIC. This is the same Portal that AFSL Licensees use to lodge their annual business metrics with ASIC.

ASIC expects licensees to maintain a register of all breaches identified and to document the reasoning behind their judgment as to whether a breach is reportable or not. When notified of non-compliance, ASIC also expects to be notified of the reasons why a breach has occurred, and the actions undertaken to address this breach.
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