Outsourcing Policy and Procedures
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1. Introduction
1.1.11 This policy applies to the outsourcing of a Material Business Activity.

1.1.12 Outsourcing involves entering into an agreement with another party (including a related body corporate) to perform, on a continuing basis, a business activity which currently is, or could be, undertaken by ourselves.

1.1.13 A Material Business Activity is defined as one that has the potential, if disrupted, to impact significantly on our business operations, reputation or profitability and the ongoing provision of fair and efficient Financial Services to our clients.

1.1.14 Material Business Activities do not include contractor type relationships, where there are numerous providers in the marketplace and contracts that are short term or where switching contractors can be done quickly and easily.

1.1.15 Material Business Activities would usually include:

· Employment / Personnel services

· Comprehensive and broad management services covering supply of items such as staff, premises, IT etc.

1.1.16 The following services are not considered Material Business Activities:

· Computer hardware and network maintenance,

· Book keeping, accounting and financial management services,

· Receipting and banking functions – e.g. Macquarie DEFT.

· Legal and tax advice

· Audit services.
· Product assessment and analysis.

· Miscellaneous and ad hoc business services.

· Industry standard software programs – e.g. Broking Software, Client Software etc.

1.1.17 Our Responsible Manager(s) are the only staff authorised to make decisions on the selection of providers for outsourcing of a Material Business Activity.

1.1.18 Outsourcing has the potential to transfer risk management and compliance to Third Parties who are not regulated.  This raises the issue of how we can be confident that we remain in charge of our business and in control of our business risks and meeting our regulatory responsibilities.

1.1.19 Outsourced Services are subject to the same management disciplines that would apply as if the service was not outsourced.  It is important for us to recognise that outsourcing a business activity does not transfer all of the risks associated with that activity to the Service Provider.

1.1.110 Outsourced Services should ideally be the subject of documented agreements that include service level agreements, review processes, period of service, details of service, limitations on outsourcer activities, risk management requirements, financial and capacity issues, termination, insurance and dispute processes etc.

1.1.111 However it is recognised that in most situations we will be forced, due to commercial expedience, to accept the service terms and conditions of the supplier rather than imposing our own requirements on the supplier.

1.1.112 These Policy and Procedures have been developed in line with the requirements that APRA have detailed for the outsourcing of services.

2. updates

2.1.11 These Policy and Procedures are updated on a regular basis.  Any material changes to these Policy and Procedures will be advised by management either via Email or at our regular Staff meetings.

2.1.12 This document and associated forms etc. are accessible in soft copy via our computer network.  We do not store these documents in hard copy.  All information can be immediately accessed on the computer network and will be guaranteed to be up to date at all times.

2.1.13 When you see an opportunity to improve a procedure kindly make the suggestion known to your manager/supervisor as we all have a responsibility to improve our standards, individually and as a Company. 

3. outsourcing principles

3.1 Policy

3.1.11 This policy provides a guide in assessing whether and how an activity can be appropriately outsourced.
3.2 Risk Management

3.2.11 We have incorporated the risks associated with outsourcing activities and the relationship with the Service Provider within our Risk Management program and this policy.
3.3 Regulatory Impact Assessment

3.3.11 We must ensure that outsourcing arrangements neither diminish our ability to fulfill our obligations to customers or regulators, nor impede effective supervision by our regulators.
3.4 Due Diligence

3.4.11 Appropriate due diligence as outlined above must be used when considering the outsourcing of an activity and selecting third party service providers.
3.5 Written Contracts

3.5.11 Outsourcing relationships should be governed by written contracts that clearly describe all material aspects of the outsourcing arrangement, including the rights, responsibilities and expectations of all parties.
3.6 Contingency Plans

3.6.11 We should establish and maintain contingency plans, including a plan for disaster recovery and periodic testing of back up facilities.  These have been implemented in our Information Technology Policy and Procedures, Disaster Recover Policy and Procedures.
3.7 Confidentiality

3.7.11 We must take steps to ensure that service providers protect confidential information of both ourselves and our clients from intentional or inadvertent disclosure to unauthorized persons.  This is addressed in our Privacy Policy and Procedures.
4. Outsourcing Selection Criteria

4.1.11 The selection of providers for Outsourced Services will be based on the following criteria:

· Length of experience and depth of expertise in services being offered.

· Requesting and assessing samples or other evidence of any previous work.

· Checking ASIC registers for any misconduct by directors (as required)

· Requesting Police, ITAS, Credit and Reference checks (as required)

· References from existing users of similar services.

· Checking membership of a professional body or bodies.

· Value for money.

· Assessing the risks of Modern Slavery as detailed in our Risk management Policy and Procedures (Risk Management Policy and Procedures), created by engagement of a particular supplier and where relevant evaluate their exposure to and management of Modern Slavery risks.
· Contractual arrangements consistent with this Outsourcing Policy and Procedures.

5. outsourcing review processes

5.1.11 The providers of Outsourced Services will be reviewed annually as part of the Business Planning Process.  Such a review will include an assessment of the performance of the provider against the following criteria:

· Timeliness of service delivery.

· Responsiveness and understanding of trends and industry developments

· Communications standards including ability to advise in layman’s terms
· Demonstrated level of expertise and quality of work provided
· Pricing and market competitiveness

· Possible conflicts of interest

· Dispute resolution performance

· Disaster recovery performance

· Changes in the business focus

· Overall delivery compared to expectations

· Possible impact on regulators assessment of control and risk factors.

· Possible exposure to Modern Slavery risks.

6. OUTSOURCING ARRANGEMENTS

6.1 Identification and Documentation

6.1.11 All Outsourced Services will be clearly shown on our Organisation Chart.

6.1.12 Each Outsourced Service may have a Position Description created for it in the same way as if the service was being performed internally.  The Position Description is filed with other documentation pertaining to the Service Provider.

6.1.13 Outsourced providers should be required to complete our Outsource Agreement Template (Outsource Agreement Template) where commercially practical to impose.

6.1.14 A PowerPoint training resource is available for all new staff explaining Outsourcing (Outsourcing Overview)

7. conflict of interest

7.1 Introduction

7.1.11 Conflicts of Interest are circumstances where some or all of the supplier’s interests are inconsistent with or divergent from our interests.  These include conflicts that are actual or potential, and present and future.  As a business we will use the concepts of Control, Disclosure and Avoidance to manage such risks.  For further guidance please refer to our Conflicts of Interest Policy and Procedures (Conflict Of Interest Policy and Procedures).
7.1.12 Key processes involved in the control of conflict are:

· Identify conflicts of interest

· Assess and evaluate conflicts of interest

· Decide on and implement a response to the conflict

· Ensure our services to our clients are not significantly compromised.

7.2 Controlling Conflicts

7.2.11 We must ensure that that our Financial Services are provided with fairness, honesty and professionalism.  The quality of our Financial Services should not be significantly compromised by conflicts of interest created by the outsourcing of material business processes.

7.3 Disclosing Conflicts

7.3.11 We must ensure that all businesses engaged to provide services to us advise us of any conflicts of interest that may arise in relation to the provision of services to us.

7.4 Avoiding Conflicts

7.4.11 Some conflicts of interest with suppliers may have the potential to have such a serious impact on us that they need to be avoided.  In such cases control or disclosure will not adequately manage the conflict.

7.5 Managing Conflicts

7.5.11 All contractors engaged by the business regardless of their level of involvement in business activities should be asked to sign our Contractor Confidentiality Agreement (Contractor Confidentiality Agreement) to protect the business from potential conflicts.

8. Resolving disputes and breaches

8.1.11 It is expected from time to time that we will encounter issues with our outsourced activities that may lead to disputes or breaches.  It is important that such matters are promptly addressed and rectified.

8.1.12 The critical priority in resolving such disputes or breaches is to ensure that they do not lead to:

· A failure of the business to provide fair, efficient and professional services to our clients,

· A failure of the business to meet its legislative and code requirements.

· The business suffering significant financial or operational losses.

8.1.13 Where a dispute or a breach of contract arises with an Outsourced supplier they are to be immediately referred to a Responsible Manager to settle.

8.1.14 The Responsible Manager will use their business skills and expertise to try and rectify the matter with the supplier.  It is expected that 9 out 10 issues with suppliers will be settled quickly and amicably in this fashion.

8.1.15 If the Responsible Manager is unable to rectify the matter satisfactorily with the supplier within 14 days then, depending on the nature and seriousness of the matter the Responsible Manager will select one or more of the following alternatives:

· Accept the failure / breach of the supplier.

· Refer the matter to relevant alternative dispute resolution facilitators.

· Refer the matter to our legal advisers.

· Recommend termination of the supply contract or agreement to the Board for their consideration.

· Recommend to the board supply of replacement services from an alternative supplier.


