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1. Introduction
1.1.11 Our Risk Management Policy spells out the way in which the business will manage the risks that we face.

1.1.12 A risk is the chance of something happening that will have a detrimental impact upon business objectives and goals.  It is usually measured in terms of consequences and likelihood.

1.1.13 Risk Management is the culture, processes and structures that are directed towards the effective management of potential opportunities and adverse effects. The outcome should be that the business suffers no significant unpleasant surprises.

1.1.14 Risk management is recognised as an integral part of good management practice.  An effective Risk Management program is also a mandatory requirement for businesses that are licensed under the Corporations Act.  ASIC have issued guidance on this issue in RG104 (RG104 - Licensing - Meeting The General Requirements).
1.1.15 The Corporations Act requires an Australian Financial Services Licensee to have appropriate risk management in place to manage the possible financial loss suffered by a Licensee that would negatively impact their ability to provide their services fairly and efficiently.
1.1.16 The major risks that could cause such losses are specifically addressed within the Risk Identification Table.

1.1.17 This policy has the full support of the board and senior management and is seen as a key component in ensuring our long-term success and viability.

1.1.18 The effective management of risks reduces the likelihood of major disruptions to the plans of the business and increases the chances of the business achieving its goals.

1.1.19 All major or catastrophic risks, whether they be physical, financial, economic, legal etc are to be included within the formal risk management program.

1.1.110 A formal risk management assessment of the business will normally be conducted in conjunction with and integrated into any annual Business Planning process undertaken.

1.1.111 Apart from the annual formal review identification, assessment and management of risks will form part of all major decision making processes within the business.

1.1.112 The Responsible Manager(s) is ultimately responsible for managing risks to the business and ensuring the effective application of our Risk Management Policy and Procedures.

1.1.113 In some situations it may be necessary to call on the support of outside bodies to help in the risk management process and such an approach is strongly recommended when required.

1.1.114 These Risk Management Policy and Procedures have been developed in conjunction with ISO 31000 – Risk management.
1.1.115 All staff and Authorised Representatives must be familiar with and comply with this Policy and Procedure, understand the importance the business places on the effective operation of our Policies and Procedures and are encouraged to look for improvements to our procedures.

2. Updates

2.1.11 These Policy and Procedures are updated on a regular basis.  Any material changes to these Policy and Procedures will be advised by management either via Email or at our regular Staff meetings.

2.1.12 This document and associated forms etc. are accessible in soft copy via our computer network.  We do not store these documents in hard copy.  All information can be immediately accessed on the computer network and will be guaranteed to be up to date at all times.

2.1.13 When you see an opportunity to improve a procedure kindly make the suggestion known to your manager/supervisor as we all have a responsibility to improve our standards, individually and as a Company.

3. Risk Management Documentation

3.1.11 The risk management process will be based on the following documentation:

· A review and update of the risk management program included in any annual Business Plan process including any Action Plans arising out of the review

· The maintenance of a Risk Identification Table (Risk Identification Table).

· Provision of a Risk Management PowerPoint presentation to all new staff (Risk Management Overview).

4. Ongoing Process

4.1 Review Processes

4.1.11 The Risk Management Officer (RMO) is responsible for the day to day and ongoing operation and effectiveness of our Risk Management Policy and Procedures.  The person allocated this responsibility is identified in our Organisation Chart with the letters RMO.  The RMO works in conjunction with our Compliance Officer identified in our Organisation Chart with the letters CO to ensure operational compliance with the key obligations outlined in this Policy and Procedure.
4.1.12 The RMO is responsible for implementing effective Financial Crime procedures.  The Compliance Officer is responsible for monitoring compliance with those procedures and reporting to the Board. The Compliance Officer reports to the Board at least annually and at any such time as a matter of material concern arises (including in respect of any material breach of these Policies and Procedures.).

4.1.13 The Risk Management Policy and Procedures will be reviewed annually or after any major or catastrophic loss or near loss impacting on the business.  Other review triggers include any claim made against the business by third parties, and significant failures impacting similar players within the industry.

4.1.14 As a key component of the annual business planning process a full risk management review will be conducted by the business.  This will necessarily involve senior management together with input from staff where relevant.

4.1.15 The Risk Management review includes the following steps as per the schematic below:

a) Establishing the context in which the review will take place.

b) Identifying risks

c) Analyse risks

d) Evaluate risks

e) Treat risks

f) Monitor and Review

g) Communicate and consult

4.2 Establish The Context

4.2.11 In reviewing the approach to risk it is important that we have a set of rules that guide us in the assessment of risks and which risks the business is and is not prepared to take.

4.2.12 The following risks are considered unacceptable to the business under any circumstances.  Any activities or omissions that would:

a)
Lead to illegal, socially irresponsible or morally deficient behaviour.

b)
Result in a significant breach or loss of our AFS Licence or that of our Principal.

c)
Result in our client’s interests not being adequately protected.

d)
Result in a client making a successful claim against the business.

e)
Result in a serious breach of any relevant industry or business code to which we adhere

f)
Other unacceptable risks specifically identified in the annual Business Plan.

4.2.13 All businesses are necessarily involved in the management and acceptance of risks as part of conducting business.  Our approach to business risk, given our role within the Financial Services industry is to take a conservative and prudent approach to risk and risk acceptance or assumption.  We therefore adopt a risk averse approach when looking at how to manage risks.

4.2.14 It is expected that the business would not enter into or continue with operations that involved risks that were likely or certain in terms of probability and major or catastrophic in terms of consequence.

4.3 Identify Risks

4.3.11 The process of risk identification is key to risk management.  Only those risks that are identified can be managed.

4.3.12 In identifying risks the following generic causes of risk should be included in the process.

a)
Commercial and legal relationships

b)
Economic circumstances

c)
Human behaviour

d)
Natural events

e)
Political circumstances

f)
Technology and technical issues

g)
Management activities and controls

h)
Individual activities

4.3.13 In identifying risks the program takes into account all areas of the business that the risks may affect including financial, social, political etc.

4.3.14 The following specific risks are identified as potentially involving major or catastrophic impacts and applying to all businesses within the Financial Services sector and therefore need to be included in the process.

a) Loss of AFS Licence due to breach.

b) Loss of Responsible Manager without a replacement being available.

c) Loss of computer access.

d) Loss of computer data.

e) Loss of support from product supplier.
f) Damage to our public reputation and standing.

g) Failure of product supplier.

h) Significant property damage.

i) Claims made by third parties.

j) Client ownership.

k) Major client/ product supplier exposures.

l) Failure of outsourcing arrangements

m) Financing/cash flow shortfalls

n) Actions of representatives

o) Adequate staffing resources

p) Loss of business reputation within the industry.

4.3.15 It is expected that additional risks will be added to this list as part of the annual review from time to time.

4.3.16 The stakeholders impacted by risks to the business also need to be considered in this process.  Specific stakeholders in relation to a Financial Services business include:

a) The Australian Securities and Investments Commission

b) Retail clients of the business

c) Wholesale clients of the business.

d) Staff

e) Shareholders

f) Product Suppliers.
g) Office of the Australian Information Commissioner (OAIC).

4.3.17 The impact of a risk on a business can vary dependent on its nature.  The following is a general list of impact types that need to be considered in the process.

a) Financial

b) Service Levels

c) Legal

d) Operational

e) Human

f) Physical

4.3.18 Out Risk Identification Table Risk Identification Table lists all risks identified as part of this process.
4.4 Untreated Risk Analysis (URA)
4.4.11 The Risk Identification Table Risk Identification Table separates the minor acceptable risks from the major risks and provides guidance to assist in the evaluation and treatment of risks and includes an assessment based on a % of annual business turnover/revenue.

4.5 Probability Factor (PF)
4.5.11 Risks identified are allocated a Probability Factor in the Risk Identification Table Risk Identification Table.
4.6 Risk Assessment Criteria
4.6.11 This involves looking at the PF and URA for each risk identified to establish the overall risk presented and prioritising risk management for risks that have both a high URA and PF as listed in the risk Identification Table Risk Identification Table.

4.7 Risk Treatment

4.7.11 This involves firstly the identification of the options available for the treatment or minimisation etc of the risk such as avoidance, aversion, transfer, and retention.

4.7.12 The second step involves the implementation of the treatments identified above.

4.7.13 Any changes in systems procedures etc requiring significant business planning and co-ordination will be included in the Implementation Section of the formal Business Plan.  Actions that can be taken immediately to manage a risk will be documented within the Risk Identification Table Risk Identification Table.

4.8 Control Effectiveness

4.8.11 All risks that are subject to specific risk treatment are then allocated a code in the Risk Identification Table Risk Identification Table to indicate the level of control that has been applied to the risk.

4.9 Monitoring and Review

4.9.11 It is necessary to monitor risks, the effectiveness of the risk treatment plan, strategies and the management system that is set up to control the implementation.

4.9.12 This will be achieved by the inclusion of the risk management review function within the annual business planning process.

4.10 Communication and Consultation

4.10.11 Given the size of the business and the resources available to it the level of communication and consultation involved within the risk management procedures will be limited to staff, external suppliers where necessary, other internal stakeholders and board members.

4.10.12 However the risk management program can be shared with other interested parties upon request and approval by senior management.

4.11 Insurance Broker Fraud
4.11.11 Insurance brokers, due to the significant amount of funds that are held in and that pass through their trust accounts, face a major exposure to fraud and misappropriation of relatively large sums of money by staff and other people handling and accounting for these funds.  This risk has increased over the past year with the onset of the financial woes facing the economy and many individuals (read employees).

4.11.12 Some red flags that should raise our interest in fraud include: staff living beyond their needs, staff with known significant gambling habits, staff requesting early payment of wages/benefits etc.

4.11.13 We should also be aware that EFT payment fraud is increasing significantly. Some accounts payable staff have seen how easy it is to substitute their own bank account details into a list of payments ready for authorisation.  The authorising officer, presented with a long list of payments, has no way of knowing if the bank account numbers are correct.
4.11.14 We have therefore implemented a Broker Fraud Checklist Broker Fraud Checklist to help us self assess how well our business controls the risk of fraud.
5. Financial Crime Compliance

5.1 Introduction

5.1.11 We are committed to the highest standards of compliance with financial crime legislation and seek to follow best practice where we are able. This Financial Crime Compliance Section reflects this commitment and has the full support of our Board of Directors. This commitment is in relation to our own legal and regulatory obligations.

5.1.12 Where we act as Lloyd's Coverholders, for our Lloyd's business, we also seek to maintain standards of Financial Crime compliance that are consistent with the standards expected for all business written into Lloyd's and which supports compliance by Lloyd's underwriters.
5.2 Purpose
5.2.11 To inform all our staff and representatives of the required approach to ensure Financial Crime compliance and to advise our staff of the relevant policies and procedures with which they are expected to comply.
5.2.12 Money laundering, international sanctions and bribery are the main subjects of Financial Crime legislation that can impact upon the insurance industry. The following Sections will assist in ensuring that we:

· meet our own obligations-,and

· support Financial Crime compliance by the Lloyd's Managing Agents where we have delegated authorities.

6. Bribery

6.1 Introduction

6.1.11 Typically anti-bribery legislation contains four main offences:

· Bribing another person;

· Being bribed;

· Bribing a foreign public official; and

· Failure of a commercial organisation to prevent bribery.

6.1.12 We will not tolerate any activities by our firm or by our employees that may represent a breach of the Bribery or other Anti-Corruption legislation.

6.1.13 If you have any doubts over appropriate action or other queries please contact the Compliance Officer in the first instance.

6.2 Bribery Risk Assessment

6.2.11 The risk of the business to an act of Bribery can be allocated into two broad categories.  The first is External Risk which relates to the environment in which the business operates and Internal Risk which relates to the factors inside the business.

6.2.12 We have completed a risk assessment for each category within each of these two segments together with the way in which the risk is managed or mitigated by the business where appropriate in the following table.  Overall we have assessed our exposure to Bribery as extremely low.

	Risk Identification
	Risk Assessment
	Risk Management / Control Process Implemented

	Country risk: this is evidenced by perceived high levels of corruption, an absence of effectively implemented anti-bribery legislation and a failure of the foreign government, media, local business community and civil society effectively to promote transparent procurement and investment policies.
	Low, as the business transacts business mainly in Australia with incidental transactions in the UK.  Both countries are considered relatively low risk.
	No specific action required.

	Sectoral risk: some sectors are higher risk than others. Higher risk sectors include the extractive industries and the large scale infrastructure sector.
	Low, Financial Services industry is highly regulated in Australia and UK.
	No specific action required.

	Transaction risk: certain types of transaction give rise to higher risks, for example, charitable or political contributions, licenses and permits, and transactions relating to public procurement.
	Low, The business has minimal if any exposure to such transactions.
	No specific action required.

	Business opportunity risk: such risks might arise in high value projects or with projects involving many contractors or intermediaries; or with projects which are not apparently undertaken at market prices, or which do not have a clear legitimate objective.
	Low, the business has no exposure to such scenario’s
	No specific action required.

	Business partnership risk: certain relationships may involve higher risk, for example, the use of intermediaries in transactions with foreign public officials; consortia or joint venture partners; and relationships with politically exposed persons where the proposed business relationship involves, or is linked to, a prominent public official.
	Low, The business has no exposure to such arrangements.  The business makes no political / charitable or other donations of a size that would support a bribery scenario.  All payments require provision of GST compliant invoices.
	No specific action required.

	Staff Risk - deficiencies in employee training, skills and knowledge.
	Low, all staff are Australian based and are assessed as having a strong understanding of the concept and illegal nature of bribery.
	Inclusion of Bribery in Staff Letter of Engagement and relevant Policies and Procedures.

	Culture - bonus structures and systems that reward excessive risk taking.
	Low – the business makes minimal use of bonus structures and the amounts involved per transaction or arrangement are considered very low compared to the penalties for Bribery.
	Specific comment in Staff Policy and Procedures that staff will not suffer should they not accept a bribery offer.

	Clarity – No clear policies on, and procedures for, hospitality and promotional expenditure, and political or charitable contributions.
	Low, The business is already required to meet Conflict of Interest management obligations under ASIC RG181.
	The business has implemented a comprehensive suite of procedures to address the Bribery exposure.

	Control - lack of clear financial controls

•
	Low, the business maintains a very tight overview of all expenses and income streams.  As an AFS Licensee, the business is also subject to an annual Financial Audit.
	No specific action required.

	Leadership - lack of a clear anti-bribery message from the top-level management.
	Low, the business is relatively small and communication from management is very clear.  
	The anti-bribery message and that of overall business integrity is reinforced in all relevant policies and procedures.


6.3 Bribery Guidance for Staff
6.3.11 A bribe is a financial or other advantage such as a commercial, contractual, or regulatory advantage in connection with a person performing a function improperly (in breach of an expectation that the function will be performed in good faith, impartially or as a result of a position of trust).

6.3.12 Employees should comply with the following policy:

· No bribes should be offered, promised or given to another person.

· No bribes must be requested, agreed to receive or accepted from another person.

· No transfer of anything of value should be given to any public official without prior approval from the Responsible Manager / Compliance Officer.

· No facilitation payments should be made. (A facilitation payment is the payment of any money/fee to fast track an administrative process or the offer of resource to assist a person/body to make a decision more efficiently. If any staff member is asked to pay a facilitation payment, they should refuse and ensure that the matter is reported to the Compliance Officer.)

· Any suspicious activity by staff or third parties must be reported to the Compliance Officer.

6.3.13 This policy does not prohibit normal and appropriate hospitality nor the giving of ceremonial gifts/occasional gifts, providing they are customary, proportionate, non material, non systemic and clearly disclosed to management.  They must also comply with our Conflicts of Interest Policy and Procedures Conflict of Interest Policy and Procedures.

7. Anti Money Laundering (AML)

7.1 Introduction
7.1.11 Money Laundering is defined as “The process used by criminals to disguise the origin and ownership of the proceeds of their criminal activities in order to avoid prosecution, conviction and confiscation”

7.1.12 In the UK, legislation covers most financial sectors which include:

· Criminal offences around engaging in money laundering and/or assisting others to launder the proceeds of crime;

· disclosure/reporting requirements in respect of suspicious activities/transactions;

· tipping off offences: ensuring that law enforcement is not hampered in its investigations by the subject of the suspicion becoming aware of the allegations. 
7.1.13 Similar legislation with related requirements and offences is in force within Australia, although underwriting agents are not directly impacted by the legislation.

7.1.14 All our employees need to be aware of what they need to do to comply with applicable Anti-Money Laundering legislation.

7.1.15 You must therefore comply with the following requirements -

· If you know or suspect that property constitutes someone's benefit from criminal conduct, you must report this suspicion immediately to the Financial Crime Compliance Officer.

· You must not enter into or become concerned in an arrangement which you know or suspect will facilitate the acquisition, retention, use or control of criminal property by or on behalf of another person.

·  You must not allow for the acquisition, use or possession of property if you know or suspect that the property constitutes a person's benefit from criminal conduct.

·  If you have reasonable grounds for suspecting that another person is engaged in money laundering, you must make the required disclosure as soon as practicable to the Compliance Officer.

· You must not inform anyone that a suspicious transaction has been reported or if there is a law enforcement investigation intended or underway, as to do so would be likely to prejudice any investigation that may be conducted following the disclosure having been made.

· If you have any doubts over appropriate action or other queries please contact the Compliance Officer in the first instance.

7.2 Lloyds Binders

7.2.11 Where we act as a Coverholder for Lloyds we are required to implement an AML program that is consistent with the UK legislative regime.
7.3 Suspicious Activities
7.3.11 Activities that might trigger a suspicion are:

· Difficulty in obtaining information about, or doubts over the bone fides of, the policyholder or other parties involved.

· Transactions set up and then quickly cancelled for no identifiable reason.

· Transactions involving placements from, or the involvement of intermediaries, in different jurisdictions for no discernible purpose.

· Return premiums, overpayments or Claim payments where a third party appears to benefit.

· Transactions where insurance does not appear to be the primary object or make no economic sense.

· Over inflated values (e.g. on jewellery/fine art).
7.3.12 Where we act as a Coverholder we must have in place procedures to facilitate:

· Recognition and reporting of suspicious transactions;

· Staff training and awareness; and
· Record keeping.

	Requirement
	Procedure

	Recognition and reporting of suspicious transactions
	Suspicious transactions are as per 6.3.1 above

	Staff training
	All existing staff have been provided with an overview of AML issues and it is also included as part of our Staff Induction Checklist.

	Record Keeping
	All matters of concern regarding AML will be referred to the Compliance Officer and recorded in the Compliance Breach register where considered a material and practical level of risk is confirmed.  This process will also involve communicating such issues with the relevant parties as required.


7.3.13 We have taken a risk based approach to this by assessing:

·  The risks posed by the products we offer.

· The channels through which business is conducted.

· The countries in which business is done – when relevant i.e. where the cover is multi-jurisdictional.

7.3.14 The results of our risk analysis are detailed in the table below:

	Risk
	Assessment
	Risk Treatment

	Are the products we are involved in likely to pose risks in relation to AML?
	Low - The business does not deal in exotic / hybrid / contracts for difference etc. and there is no specific component of any of the products where we act as a Coverholder that create additional risks in relation to AML.
	No specific treatment required.

	Are the channels through which we deal potentially involved in AML
	Low - All intermediaries that we deal with are either Australian Financial Services Licensees or Authorised representatives of AFS licensees.  This means that they operate in a significantly regulated environment and must have passed ASIC scrutiny prior to gaining their Licence.
	No specific treatment required.

	Are the countries that we deal with associated with Money Laundering processes
	Low – We only deal with businesses and risks that are domiciled in Australia and with clients and intermediaries that are also domiciled in Australia.
	No specific treatment required.


7.3.15 We have appointed our Compliance Officer as our designated person to receive; consider and report to the appropriate authorities any suspicions identified by company employees.  This will include the reporting of any suspicions to our Managing Agent MLRO in London for consideration (subject to compliance with local jurisdiction legislation);
7.3.16 The Compliance Officer will retain documentary evidence of the reporting undertaken and ensure that procedures are in place for suspicions to be reported to a designated person to consider whether reports need to be made to local authorities and instructions issued to staff and will also will retain documentary evidence of any decisions made not to report suspicions.

8. International Sanctions
8.1 Introduction

8.1.11 Over the past several years, the scope of international sanctions has widened and it is now an issue that all businesses, including those in the financial services industry need to be aware of. Sanctions are used to bring about a change in another country's or individual's activities or policies particularly if breaches of international law or human rights have occurred, or democracy is under threat. In the UK responsibility for the administration of sanctions falls to HM Treasury ("HMT") whilst other countries have similar arrangements such as The Office of Foreign Assets Control ("OFAC") in the US.

8.1.12 Where we act as Coverholders we acknowledge our obligations in respect of international sanctions and that we must be compliant at all times with the international sanctions requirements that apply to them.
8.1.13 We note that the Franchise Board reserves the right to direct managing agents to terminate their binding authority in the event that they do not comply with this Guidance or Lloyd’s Code of Practice for Delegated Underwriting.

8.1.14 As a result, we will also be required by managing agents to ensure that business that we underwrite on managing agents’ behalf is compliant with the international sanctions that apply to managing agents. If required by managing agents, we will be expected to incorporate comprehensive international sanctions exclusions and warranties into the (re)insurance contracts that we underwrite under their binding authority.

8.1.15 Any breach of such requirements may give our Managing Agent rights to cancel the binding authority agreement.

8.2 Obligations

8.2.11 In order to ensure compliance with international sanctions we should, and should be able to demonstrate that we can, operate reasonable and proportionate sanctions due diligence and screening programmes in order to comply with the international sanctions that apply to us and those international sanctions that apply to managing agents for whom we underwrite,

8.2.12 Where applicable we should conduct appropriate due diligence and screening against applicable financial sanctions target lists prior to underwriting (i.e., the HMT Consolidated List, financial sanctions target lists applicable to us, and, if appropriate/necessary, the OFAC list) and have systems and controls in place to ensure that risks related to such persons/entities are not underwritten;
8.2.13 Where applicable we must have systems and controls in place to prevent payments being made to persons/entities on such lists - these systems should ensure that additional screening against these lists takes place prior to the payment of claims, return premiums and all other sums (so as to address the risk of mid-term sanctions designations) and should take place on the person to whom, or for the benefit of whom, payment is being made.
8.2.14 Where applicable  conduct appropriate due diligence and screening to ensure that we do not underwrite Iranian risks (as defined in Market Bulletin Y4409) and, in particular, any other risk where applicable sanctions prohibit the underwriting of cover.
8.2.15 Where applicable conduct appropriate due diligence and screening for trade sanctions purposes and have systems and controls in place to prevent our participation in activities which would place us and/or the managing agents on behalf of whom they underwrite in breach of applicable trade sanctions.
8.2.16 We are able to, and do, follow strictly at all times all sanctions compliance instructions and/or requirements of the managing agents for whom we act (including deploying sanctions exclusionary wording, where appropriate, and in accordance with the underwriting authority and instructions granted to us).
8.2.17 We must ensure that our sanctions compliance procedures are properly recorded, regularly reviewed and updated and that our staff are fully and regularly trained in how to comply with these procedures;

8.2.18 Where we operate as a Coverholder, it is a condition of our ongoing status as a Coverholder that we can demonstrate that we are able to operate robust and comprehensive AML/international sanctions procedures as a condition of obtaining and maintaining Lloyd’s approval and that they understand the international sanctions which apply to their activities (and how to mitigate the risk that arises from them);

8.2.19 Where applicable to our operations we should take note of relevant sanctions Market Bulletins and other market guidance issued to the Lloyd’s Market (and ensure that they implement these into their business practices).

8.2.110 We note our obligation in certain circumstances to comply with the Lloyd’s Code of Practice for Delegated Underwriting, so far as it is relevant to AML/international sanctions compliance.
8.2.111 Where we are a Lloyd's approved Coverholder, our Lloyd's managing agents requires us to recognise sanctions legislation implemented into UK law which can derive from UK, EU and UN legislation. Certain regimes such as those imposed by US Treasury's OFAC can also have extra-territorial impact on persons outside of the US or the actions of non-US persons can put their US parent companies in jeopardy of sanctions breaches.

8.2.112 There are different types of sanctions, which can be country specific and may include bans on financial transactions and trade or they can be targeted at specific entities and or individuals, otherwise known as SMART sanctions.

8.2.113 All financial sanctions regimes regardless of jurisdiction invariably make it a criminal offence to make funds/financial services available to sanctions targets. Penalties for breaching sanctions generally involve a fine or, in the most serious cases, imprisonment.

8.2.114 Where relevant we have agreed with our Lloyd's Managing Agents that the sanctions policy adopted in this Policy and Procedure is proportionate and appropriate for the business underwritten on behalf of Lloyd's managing agents.

8.2.115 The checks that are to be made and the times when those checks are to made (as agreed with Lloyd's Managing Agents) are as follows:

· Any policies involving the original placement or renewal of insured’s located outside of Australia and the OECD.

· Any policies involving the original placement or renewal where we have any concerns regarding the bona fide insurance requirements and policy arrangements requested.

8.2.116 Employees must:

· disclose any knowledge or suspicion of a sanctioned activity involving any Coverholder that we operate on behalf of to the Compliance Officer who will be responsible for referring the matter to the contracting Lloyd's Managing Agent;

· ensure that funds, economic resources and financial services are not made available to a person or entity, directly or indirectly that is the target of international

· sanctions which fall within the criteria agreed with Lloyd's managing agents.

8.2.117 The International Sanctions policy will be maintained and reviewed by the Risk Management Officer every year or whenever a new class of business or region of business is underwritten or upon request by contracting Managing Agents. (Typically this may happen when there has been a significant change in sanctions).

8.2.118 On occasion, it may be difficult to determine if a transaction falls within a prohibited activity under a certain sanctions regime. If you have any doubts over the appropriate action the matter should be referred to the Compliance Officer in the first instance and then, if necessary, legal advice should be sought.

9. Modern Slavery

9.1 Introduction

9.1.11 The Federal Government has passed the Modern Slavery Act 2018 (Modern Slavey Act) which requires entities based, or operating, in Australia, which have an annual consolidated revenue of more than $100 million, to report annually on the risks of modern slavery in their operations and supply chains, and on the actions to address those risks.
9.1.12 Modern Slavery is a term which covers a range of exploitative practices including human trafficking, sexual exploitation, forced labor, forced criminality, domestic servitude, child exploitation and forced organ removal.
9.1.13 Our business does not meet the $100M threshold and therefore does not have any reporting obligations under the Act, nor does it have any legislative obligation to assess the risks of modern slavery or to take steps to manage such risk.

9.1.14 Not withstanding that we are not directly caught by this legislation some of our clients may be.  As we form part of their “supply chain”, they will look to us to ensure that we have procedures in place to ensure we are not involved in Modern Slavery and that we are complying with such procedures.

9.1.15 We are committed to limiting the risk of Modern Slavery within our business, within our supply chains or through any other business relationships that we have.
9.2 Policy Application
9.2.11 This Policy applies to all persons working for or on behalf of, or providing services to us in any capacity, including all suppliers, employees, directors, officers, agency workers, contractors, consultants and any other third-party representatives.
9.2.12 We expect that all who have, or seek, a relationship with us to act in a way that is consistent with this Policy.
9.2.13 We will only do business with Suppliers who fully comply with this Policy, or those who are taking verifiable steps towards compliance.
9.3 Specific Management Response and Expectations
9.3.11 All employment with us is voluntary.
9.3.12 We do not use or condone, child or forced labour in any of our operations or premises and work to ensure these practices are not present in our workforce or supply chain.
9.3.13 We do not tolerate any form of unacceptable treatment of workers, including but not limited to the exploitation of children, physical punishment or abuse, or involuntary servitude.
9.3.14 We abide by all laws and regulations regarding pay practices and the classification of employment according to job level and status.
9.3.15 Where we are made aware of modern slavery practices in our own business or within our supply chain, we will investigate all claims and if valid, resolve the issue in line with the values expressed in this Policy.
9.3.16 We have included Modern Slavery awareness in our staff onboarding and induction process as well as included within Outsourcing and Compliance Policies and Procedures.
9.3.17 We conduct a risk assessment as part of our annual business planning process to determine if any parts of the business and supply chains are at risk from Modern Slavery and implement risk management as required.
9.3.18 This Policy will be used to underpin and inform any statement on Modern Slavery that we are required to produce as a result of a request from a client that has a reporting obligation under Modern Slavery Act 2018.
9.3.19 We expect our suppliers to have similar values to ours in relation to modern slavery.
9.3.110 We are committed to introducing anti-slavery obligations in all supplier contracts where any material risk of Modern Slavery is identified.  In such cases, as part of their contractual obligations, any suppliers deemed to be at risk will agree to undertake a process so we can gauge the supplier’s ongoing commitment to eradicating modern slavery within its own business and those of its own suppliers.
9.4 Corrective Action

9.4.11 Any breach of this Policy will be taken seriously and dealt with on a case by case basis. 
9.4.12 A breach of this Policy by an employee may lead to disciplinary action being taken in accordance with our disciplinary process. Serious breaches may be regarded as gross misconduct and may lead to immediate dismissal.
9.4.13 A breach of this Policy by a supplier will also be dealt with on a case by case basis. Depending on the behaviour, we may choose to adopt a zero-tolerance stance towards the supplier’s behaviour and look at methods of preventing further engagement with the supplier, or may decide to work with the supplier so that they become compliant with this Policy.
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