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Compliance Policy and Procedures




[bookmark: _Toc167945644]Compliance Policy
The Board is ultimately responsible for Compliance within the business and for ensuring the both the substance as well as the form of Compliance.
This policy has the full support of all senior management and is seen as a key component in ensuring the long-term success and viability of the business.
The business has a clear and absolute commitment that we will comply with both the spirit and letter of all requirements placed on the business.  This commitment applies equally to staff, customers, suppliers and all other bodies with whom we deal with.
This Compliance Policy spells out how the business will comply with various laws, regulations, codes, standards and organisational policies and procedures that apply to our business.  It is based on ISO 37301:2021 – Compliance Management Systems and meets the Compliance requirements as detailed in ASIC RG104 (RG104 - Licensing - Meeting The General Requirements).
Compliance means consistently achieving the performance that is expected by Government, Industry bodies, customers and management and is usually measured by the objective verification that what should be done is in fact being done.
Our objective is to be and behave like “A good corporate citizen”.  This involves the consistent application of honesty, efficiency and fairness in the conduct of all aspects of our business.
Compliance procedures are recognised as an integral part of good management practice.  An effective Compliance program is also a mandatory requirement for Licensing under the Corporations Act 2001
The Corporations Act 2001 emphasises compliance because without it a business runs the real and possibly catastrophic risk of not meeting the many and complex requirements of the Corporations Act 2001 and therefore loss of License.
Compliance also ensures that the benefits to Retail Clients envisaged by the adoption of The Corporations Act 2001 (The Act) will be effectively delivered.
Our approach is to ensure that we have complete and truthful disclosure of all breaches and then quickly rectify any breaches of compliance identified.
Effective compliance reduces the likelihood of major disruptions to the plans of the business and increases the chances of the business achieving its goals.
The business commits to ensuring that appropriate resources are allocated to develop, implement, maintain and improve the Compliance program
A formal review of the compliance issues and outcomes of the business will be conducted in conjunction with and integrated into the annual Business Planning process.  This may result in an update of the Compliance Checklist Process.
It is the responsibility of all management and staff of the business to promptly advise the Compliance Officer of any situations where it appears there is failure or potential failure of the business to comply with its obligations.
In some situations, it may be necessary to call on the support of outside bodies to help in the Compliance assessment process and such an approach is strongly recommended when required.
The Compliance Policy and Procedures will be reviewed after any significant Compliance failure.  Other triggers include any changes in relevant legislation or codes affecting our business generally and the Financial Services Industry in particular.
All staff and Authorised Representatives must be familiar with and comply with this Policy and Procedure, understand the importance the business places on the effective operation of our Policies and Procedures and are encouraged to look for improvements to our procedures.
[bookmark: _Toc167945645]Updates
These Policy and Procedures are updated on a regular basis.  Any material changes to these Policy and Procedures will be advised by management either via Email or at our regular Staff meetings.
This document and associated forms etc. are accessible in soft copy via our computer network.  We do not store these documents in hard copy.  All information can be immediately accessed on the computer network and will always be guaranteed to be up to date.
When you see an opportunity to improve a procedure kindly make a suggestion to your manager/supervisor as we all have a responsibility to improve our standards, individually and as a Company.
[bookmark: _Toc167945646]Compliance Officer
The Board or Managing Director has appointed a Compliance Officer who is responsible for the implementation and effective operation of these Policy and Procedures. This person is identified in our Organisational Chart using the Code CO.
The Compliance Officer has been provided with the necessary training to be able to effectively perform this role.  To this end the Compliance Officer must have completed the Responsible – Compliance Officer Training PowerPoint (Responsible Manager - Compliance Officer Training) presentation prior to commencing in the role.
The specific skills, roles and responsibilities of the Compliance Officer include:
Such person to have a senior role within the business or an external contractor with the necessary knowledge, experience and training.
A record of integrity and commitment to compliance.
Effective communication and influencing skills.
Ability and standing to command acceptance of advice and guidance.
They must be given direct access to the Board, Executive Directors and Responsible Managers of the business and all relevant business records and staff.
Have a good understanding of the concept of compliance and its impact on the success of the business.
Identify compliance obligations with the support of external resources and translating those requirements into actionable policies and procedures.
Integrate compliance obligations into existing business practices.
Ensure compliance is factored into any relevant Position Descriptions and employee performance management processes.
Conduct Compliance Audits/Checks as set out in the Business Plan and complete entries in the Compliance Breach Register.
Ensure that changes in the legal system, business operations etc. are assessed for their impact on our compliance function and changes to our Compliance Policy and Procedures are made accordingly.
Review and amend the Compliance Checklist or Brokers Compliance Control (BCC) as new or additional requirements are identified.
Document any identified compliance breaches in the Compliance Register as well as the results of any ad hoc inspections of representatives.
Document and file minutes of all compliance related meetings, copies of audit reports on compliance.
Ensure there is a record of major changes made to Procedures.
Work with management to quickly rectify any compliance breaches.
Familiarise themselves with the RG78 - Breach Reporting By AFS Licensees and RG277 – Consumer Remediation.
Ensure that compliance breaches where required are promptly notified to the appropriate people within the organisation and to ASIC.
Maintain and store all completed Compliance Checklists or BCC reports and the Compliance Breach Register and associated relevant documentation.
Keep abreast of developments within the industry that may impact our Compliance Policy and Procedures.
Ensure the business maintains and stores all documentation and records relating to any Financial Services Guides and Product Disclosure Statements issued by the business.  This will include copies of such documents and records on the commencement and superseded date of each document and the process used to advise clients.
Be involved in the formal annual review of these Compliance Policy and Procedures.
Ensure the business complies with our ongoing lodgment and reporting obligations to ASIC.
Ensure the business engages an external party (as dictated by our Business Plan) to conduct a review of our policies and procedures, systems and activities.
Ensure that the business meets its obligations for complete and truthful reporting of all compliance issues.
Act as the main point of contact within the firm with day to day responsibility for all activity relating to Financial Crime.
· Establishing, maintaining and monitoring our firm's Financial Crime procedures.
Receiving reports of any suspicious activity from within our firm.
Establishing and maintaining compliance related training for our staff
Reporting to the senior management and the Board on all Financial Crime matters
Where relevant working with contracted Lloyd's managing agents to monitor developments in Financial Crime legislation, regulations and practice
Where relevant referring to Lloyd's Managing Agents Financial Crime incidents relevant to their business and liaising with regulatory and law enforcement bodies where it is appropriate to do so. (Note: there may be times where notifying third parties, including Managing Agents may not be allowed under applicable legislation)
Where relevant conducting periodic reviews of any Coverholder related compliance with Financial Crime legislation and provisions.
Where mandated in our annual Business Plan or as directed by the Responsible Manager(s) ensure all staff and authorised representatives complete and submit Compliance Declarations.
[bookmark: _Toc167945647]Compliance Procedures
[bookmark: _Toc167945648]Documentation
The Compliance process will be based on the following documentation:
A) An overall Compliance Statement included in the annual Business Plan.
B) The quarterly (or as detailed in the Business Plan) completion of a Compliance Checklist. This may be either the Compliance Checklist or other systems such as internet based Broker Compliance Control (BCC) systems.
C) The maintenance of a Compliance Breach Register. 
D) The maintenance of a Document Register.
E) The distribution, collation and review of any routine or regular Staff and Authorised Representative Compliance Declarations
F) The retention of completed Compliance Checklists or relevant BCC activities undertaken in the business.
G) A training presentation for new staff on Compliance (Compliance Overview).
H) The ASIC Regulatory Portal needs to be used to report significant breaches to ASIC. This is the same Portal that AFSL Licensees use to lodge their annual business metrics with ASIC.  This lodgement process is effective as from the 31st March 2020 and replaces the previous process of lodging ASIC FS80 forms.
[bookmark: _Toc167945649]Compliance Promotion
We have developed a system to ensure that we have ongoing promotion and reinforcement of compliance throughout the business.  Processes include:
Requiring Responsible Managers and representatives to read these Policy and Procedures.  New Responsible Managers to provide a declaration that they have read and understood them prior to their appointment.
Run an induction program for all new Responsible Managers and representatives, which includes training on the Compliance Policy and Procedures.
Conduct regular informal tests of representatives understanding of various Policy and Procedures as part of our regular Staff Meetings.
Ongoing review of representatives’ work.
As part of regular staff meetings run internal training sessions on an ongoing basis to ensure that representative’s knowledge of the procedures remains current, particularly when changes have been made.
Where practical test compliance through a process of “shadow shopping”.
[bookmark: _Toc167945650]Compliance Monitoring
The Compliance Checklist (Compliance Checklist) or BCC have been developed as a basis for our Compliance program and the monitoring of compliance.
The Compliance Checklist or BCC include all key areas identified where the business must adhere to external or internal requirements.  This includes laws, regulations, codes etc. and including The Act, Tax, Superannuation, Privacy, Insurance Contracts Act, Dispute Facilities, Industry Codes of Conduct, the ACCC, Anti-Discrimination Acts and Workplace Health and Safety Acts etc.
The list is intended to be comprehensive.  It includes the major overall and important day to day compliance issues that have been identified for the business.  The list will change from time to time as the legislative, economic and business environments change.
The Checklist or BCC allocates a Compliance Level to each item.  This indicates where a compliance issue is likely to arise from.  B represents Board/Managing Director and O represents Operational.
All existing and new Board members should be provided with a subset of the Compliance Checklist or BCC relating to issues that are given a B Compliance Level.  An updated Checklist should be provided to all Board members upon any changes in Board Compliance Level issues in the Checklist.
The checklist grades the Impact Level of Compliance Issues to guide management in the relative importance of each issue and the treatment and reporting of breaches relating to that issue.
In assigning an Impact Level to each issue the impact on quality, efficiency and fairness of services and products provided to Retail Clients and impact on the business moving forward have been the criteria used.
The Compliance Officer will complete a quarterly (or as detailed in the annual Business Plan) audit of all issues on the Compliance Checklist or within BCC.  The results of the audit will be entered in the Comments Field.
Where a Breach is identified, requiring entry into the Compliance Breach Register, the Comments field should also note the Breach No. to enable easy cross-reference.
A copy of this quarterly review and documentation of any actions or issues arising out of the review is to be kept by the Compliance Officer.
As a rule of thumb any systems or procedures where a Compliance Breach has been identified is to be retested/reviewed within 4 weeks (or earlier where possible) to ensure that the corrective action taken has been effective in addressing the Breach.
Where compliance breaches result from failure of staff to follow systems and procedures extra resources must be made available for supervising such staff to ensure such breaches do not reoccur.
A Compliance audit conducted by an external body to the business will be conducted as determined and documented in our Annual Business Plan.
[bookmark: _Toc167945651]Reporting and Recording
All breaches in compliance identified during the quarterly compliance audit or at any other time are to be entered in the Compliance Breach Register.
Apart from Breaches identified during the compliance review process and any other breaches identified by staff and management are to be included in the Compliance Breach Register.
The Compliance Checklist includes indicative severity levels for each Breach tested and can be used as a useful guide for assessing the seriousness of breaches.
All breaches that have a Low Impact Level (L) (one off / technical / administrative / human error) should be able to be handled and resolved by the Compliance Officer and senior management.  If the issue is not able to be satisfactorily resolved within 10 working the issue must be referred to a Responsible Manager for resolution.
All systemic and recurrent Low Impact Level breaches are to be reported to the Responsible Manager immediately.  The Responsible Manager will decide if and the timing of any advice to the Managing Director / Board.
All breaches that have a Medium Impact Level (M) are to be reported to the Responsible Manager within 24 hours.  The Responsible Manager will decide if and the timing of any advice to the Managing Director / Board.
All breaches that have a High Impact Level (H) are to be reported to Responsible Manager immediately who will then advise the Managing Director / Board within 24 hours.
Where acting under a Binder all significant breaches of the General Insurance Code of Practice need to be advised to the insurer within 5 working days.
Where a compliance breach occurs that is not specifically addressed in the Compliance Checklist or BCC the Impact level defaults to Medium Level Impact.
All Compliance Checklists completed, or BCC reports produced and any entries in the Compliance Breach Register are to be provided to the Managing Director/Chairman of the Board prior to each Board Meeting following the registration of the breach.
[bookmark: _Toc167945652]Compliance Timetable
While many activities and compliance risks are event or activity driven, several of the actions that create compliance risks are date driven.  Listed below are events that are date driven.
It is recommended that the person responsible for each of these activities or the Compliance Manager creates an ongoing diary note to ensure that the required attention or processes are completed.  BCC already includes these items in a similar format. 
	Activity
	Frequency/Date
	Role Accountability

	Renewal of AFCA Membership and review of prior years’ AFCA Report
	Annual, 30th June each year.
	Responsible Manager / Complaints Officer

	Renewal of Professional Indemnity (P.I.) Insurance
	Annual – depends on due date of policy.  Refer Complaints Policy and Procedure for further information.
	Complaints Officer/Risk Management Officer/ Responsible Manager

	Conduct a formal review of the P.I. coverage against the requirements of ASIC Guide RG126 RG126 - Compensation & Insurance  This can be done by using the P.I. Assessment tool - P.I. Assessment Tool.
	Annual depends on due date of policy.  Copy of completed worksheet should be stored on the Intranet.
	Complaints Officer/Risk Management Officer/ Responsible Manager

	Complete Staff Appraisals
	Annual - As shown in Business Plan
	Responsible Managers

	Complete annual Training Plans for all Advisory staff and Responsible Managers
	Annual – As shown in Business Plan, done in conjunction with Appraisal Process
	Responsible Managers/Training Officer

	RG166 Worksheet
	Monthly (by 25th of month)
	Financial Controller

	Compliance Checklist (where we have not developed or implemented an alternative process.)
	Quarterly – First week of each quarter or as agreed in Business Plan. (Compliance Checklist)
	Compliance Officer

	Provide auditor with Audit Engagement Letter
	Annual – May/June
	Financial Controller

	Lodge accounts with ASIC.
	Annual – Prior to 31/10 for companies, 30/09 for individuals
	Responsible Managers

	Arrange External Compliance Review
	Annual – As detailed in Business Plan
	Responsible Managers / Compliance Officer

	Complete annual Business Plan
	Annual – March/April each year
	Responsible Managers

	Complete Annual Budget
	Annual – March/April each year as part of Business Plan
	Responsible Managers / Financial Controller

	Check IT Restore facility
	[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Quarterly
	Information Technology Co-Ordinator

	Transfer Licensee remuneration / GST / Sub Agents money out of Trust A/C
	Monthly
	Financial Controller

	Run Broking Software Management Exception Reports and action on a Weekly and Monthly basis.
	Weekly to identify items requiring correction.  Monthly as an audit trail/verification process
	Information Technology Co-Ordinator

	Prepare and submit APRA Data Collection Form 701.
	To be submitted by 20th July / 20th January each year for AFSL’s placing general insurance with insurers.
	Financial Controller / Compliance Officer

	Complete and lodge Insurance Brokers Code Compliance Committee Survey
	Annually in March
	Responsible Manager / Compliance Officer

	Prepare and Lodge ASIC Funding Metrics information via ASIC Regulatory Portal.
	Annually in September with Invoice payable in the following March.
	Responsible Manager / Compliance Officer

	Prepare and Lodge Internal Dispute Resolution data to ASIC via ASIC Regulatory Portal.
	January and July each year
	Responsible Manager / Complaints Officer

	Review MSM Mission Control Update Register for updates etc. and implement changes in systems, processes and documentation as required.
	6 monthly or upon advice of changes by MSM.
	Compliance Officer.


[bookmark: _Toc167945653]ASIC Breach Reporting Requirements
[bookmark: _Ref70073109][bookmark: _Toc167945654]Breach Reporting Triggers
Our Breach Reporting obligations are based on the concepts of Reportable Situations, Core Obligations and the breach being Significant.
A Reportable Situation arises where:
We or our representative(s) have breached a Core Obligation and the breach is Significant, or
We or our representative(s) are no longer able to comply with a Core Obligation and the breach, if it occurs, will be Significant; or
An investigation by us into whether a Reportable Situation of the nature described in items above has arisen continues for more than 30 days, or where the investigation (which continued for more than 30 days) discloses there is no Reportable Situation; or
We engage in gross negligence in the course of providing a financial service, or serious fraud (whether or not in the course of providing a financial service).
[bookmark: _Ref83303646]Our Core Obligations are:
Do all things necessary to ensure that the financial services covered by our Licence are provided efficiently, honestly and fairly;
Have in place adequate arrangements for the management of conflicts of interest;
Comply with the conditions of our Licence;
Take reasonable steps to ensure that our representatives comply with the financial services laws;
Comply with the ASIC reference checking and information sharing protocol;
Have adequate resources to provide the financial services covered by our Licence and to carry out supervisory arrangements;
Be competent to provide the financial services;
Have trained and competent representatives;
Have an IDR procedure for retail clients that complies with standards and requirements made or approved by ASIC in accordance with the regulations:
Have adequate risk management systems;
Have compensation arrangements in accordance with s912B; and 
Comply with any other obligations prescribed by Corporations Regulations, including the requirement to cooperate with AFCA;
Comply with Chapter 7 of the Corporations Act (financial services and markets);
Comply with the Insurance Contracts Act.
A breach of a Core Obligation is automatically deemed Significant where :
It involves an offence punishable by imprisonment for 12 months or more (3 months or more for offences involving dishonesty);
It involves a contravention of a civil penalty provision under any law (unless excluded by regulation);
It involves a contravention of the prohibitions against misleading or deceptive conduct in relation to a financial product or service;
The breach results or is likely to result in material loss or damage to our clients or members;
A breach of a Core Obligation that is not automatically deemed Significant as per Paragraph 5.1.3 above can still be considered Significant based on our self assessment as follows:
The number and frequency of similar breaches;
The impact of the breach on our ability to provide financial services covered by our Licence;
The extent to which the breach indicates that our arrangements to ensure compliance with the Core Obligations are inadequate; and
Any other matters prescribed by regulation (none as at 6th October 2021).
[bookmark: _Toc167945655]Breach Reporting Time Limits
We now have a 30 day time limit to report breaches to ASIC.  The start of the time limit is when we:
Become aware a reportable situation has arisen; or
Have reasonable grounds to suspect a reportable situation has arisen; or
Are being reckless as to whether there are reasonable grounds to suspect a reportable situation has arisen.
In determining the timing of reporting a breach to ASIC the following guidelines should be followed:
We should not wait until we have completed a full investigation to satisfy ourselves whether the breach or likely breach is significant.
We should not wait until the breach or likely breach has been considered by our board of directors or by our internal or external legal advisers.
We should not wait until we have taken steps to rectify the breach,
We should not wait in the case of a likely breach, until the breach has in fact occurred.
If in doubt, err on the side of caution and report the breach to ASIC immediately.
[bookmark: _Toc167945656]Reporting On Other Licensees
We also have a new obligation to lodge reports in relation to other licensees in some circumstances, including where the reporting licensee has reasonable grounds to believe a reportable situation involving a breach of the licensee's obligations, gross negligence or fraud has arisen in relation to another licensee and one of the individuals involved is the licensee or one of its employees, directors or representatives.
We also have additional obligations to notify and compensate retail clients who have received personal advice and have or will suffer loss or damage as a result of a Reportable Situation, and to investigate reportable concerns that may affect those clients.
[bookmark: _Toc167945657]Breach Reporting Process
The ASIC Regulatory Portal needs to be used to report significant breaches to ASIC. This is the same Portal that AFSL Licensees use to lodge their annual business metrics with ASIC.
ASIC expects licensees to maintain a register of all breaches identified and to document the reasoning behind their judgment as to whether a breach is reportable or not. When notified of non-compliance, ASIC also expects to be notified of the reasons why a breach has occurred, and the actions undertaken to address this breach.
[bookmark: _Toc167945658]Our Approach to Breach Reporting
ASIC have issued a document providing guidance on which breaches should be considered “significant” in RG78 - Breach Reporting By AFS Licensees.
In summary the guidelines state we should report breaches to ASIC where:
Our actions or omissions have both breached our legal obligations and have the potential to have a real and major negative financial impact on a range or group of our clients.
Our actions or omissions or external factors have caused us to breach our legal obligations or impacted the basis of our business with a real and major negative impact on our short/medium/long term ability to provide our services fairly, effectively and professionally to our clients.
We have consistently identified breaches of our legal obligations and then consistently failed to rectify such breaches.
We have failed to adequately monitor and maintain our Cash Flow as required by RG166.
Any other matter considered reportable by a Responsible Manager.
[bookmark: _Toc167945659]Examples of Compliance Breaches and Risk Areas
Based on feedback from ASIC two common areas that many Licensees fail to meet their Licence and operational requirements are
Poor internal disputes resolution processes (Complaints not being identified, recorded and actioned).
Cash flows not produced on a regular basis and applied to the current cash position.
Typical Compliance Breaches that a Licence holder may be involved in include:
	Breach details (who, what, when, impact etc.)
	Investigation details, progress, outcome, corrective action, confirmation Breach permanently rectified.  Reason not reported to ASIC

	Failure to pay insurers within 90 days
	Insurer payments paid monthly towards end of month.  Client payments received after insurer payments made, not practical to pay underwriters whenever a one-off client pays us money.  Not reported as not considered significant.

	Failure to pay client refunds within 7 days.
	Client refunds paid monthly after insurer payments made.  Client may pay balancing debit and not take up credit.  Exception reports now run weekly to identify any issues.  Not reported as not considered significant.

	Failure to transfer non- client monies from Trust Account within one month of receipt.
	Unaware of requirement.  Monies (including GST) now transferred monthly.  Not reported as not considered significant.

	Failure to bank client monies within 2 days of receipt.
	Banking done only twice a week due to volumes, distance to bank, staff rosters etc.  Processes now changed to ensure banking done each Monday/Wednesday and Friday.  Not reported as not considered significant.

	Failure to formally notify insurer that monies being paid are Trust monies and are required to be banked to Trust Account within 2 days. 
	Unaware of requirement.  All Licensees receiving trust monies are now advised on remittance.  Not reported as not considered significant.

	Consistent, planned and ongoing failure of Representative to provide FSG’s and SOA’s to clients to hide details of our remuneration from clients.
	Identified problem as part of routine file audit.  Clients impacted have had FSG’s and SOA’s provided.  Representative has been terminated.  Reported to ASIC as a Significant breach.



Please note that the systemic or recurring nature of the “Non-Significant” breaches listed above would change their status to Significant and therefore reportable to ASIC.
[bookmark: _Toc167945660]Review Process
As a key component of the annual business planning process a full review of compliance results and issues will be conducted by the business.  This will include a review of any significant activities that are outsourced.
This will necessarily involve senior management together with input from staff where relevant. A review and update of the contents, nature and effectiveness of the Compliance Checklist or BCC will be included in this.  Any changes will be documented in the annual Business Plan or within BCC.
The Compliance review will include the following steps:
a) Formal verification of existing Compliance levels by reviewing the results of the quarterly checks performed in the past 12 months.
b) Review of the Compliance Breach Register and the causes and handling of each entry.
c) Identification and documentation of new or additional Compliance Issues.
d) Review of complaints handling system.
e) Review of current organisational procedures.
f) Implementation of changes in procedures where relevant.
g) Documentation of compliance issues identified in the annual Business Plan.
[bookmark: _Toc167945661]Knowledge and Communication
All existing staff are to be made aware of the Compliance Policy and Procedures and it is included in the Staff Policy and Procedures (Staff Policy and Procedures) and Induction Checklist Form (Induction Checklist Form) for all new staff.
All staff are to receive the necessary training to ensure that they can perform their jobs and are aware of the various Compliance issues that affect their role.  This is to be achieved by identifying the items on the Compliance Checklist or BCC that are impacted by their job.
Any changes in the laws etc. that have an impact on Compliance are to be quickly and clearly communicated to staff and other parties involved with the business that may be affected.
Information and advice can be sought via industry networking, involvement in industry groups, subscription to industry publications, sharing with customers, suppliers and related bodies etc.
[bookmark: _Toc167945662]Other ASIC Ad Hoc Reporting Requirements
[bookmark: _Toc167945663]Change In Control – All AFS Licensees
Whenever there is a change in the control of an AFS Licensee ASIC must be advised within 10 business days.
An AFS Licence is subject to conditions prescribed by regulations in addition to the conditions imposed on the AFS Licence certificate (S914A(8) of the Corporations Act 2001).
One of these conditions is that an AFS licensee which becomes aware of any change in control of the financial services licensee must notify ASIC (Reg 7.6.04(1)(i) of the Corporations Regulations 2001 (the Regulations)).
A change in control includes a transaction, or a series of transactions in a 12 month period, that results in a person having control of the financial services licensee (either alone or together with associates of the person) (Reg 7.6.04(2)(a) of the Regulations).
Control means: if the financial services licensee is a body corporate:
having the capacity to cast, or control the casting of, more than one-half of the maximum number of votes that might be cast at a general meeting of the financial services licensee, or
directly or indirectly holding more than one half of the issued share capital of the financial services licensee (not including any part of the issued share capital that carries no right to participate beyond a specified amount in a distribution of either profits or capital), or
Control also means:
the capacity to control the composition of the financial services licensee's board or governing body, or
the capacity to determine the outcome of decisions about the licensee's financial and operating policies. In determining whether a person has the capacity to determine the outcome of decisions about a financial services licensee's financial and operating policies, the following matters are considered:
the practical influence the person can exert (rather than the rights it can enforce)
any practice or pattern of behaviour affecting the financial services licensee's financial or operating policies is to be considered (whether it involves a breach of an agreement or a breach of trust).
Control is defined at Corporations Regulations 7.6.04(2)(b) of the Regulations.
[bookmark: ChangeInControl][bookmark: _Toc167945664]Change In Control – Specific Cases
All body corporate licensees authorised to provide personal advice in relation to Life / Financial Planning / Securities to retail clients need to notify ASIC of the person or persons who control them under s922J of the Act. This notification should be made in writing by a person who is authorised on behalf of the licensee and include the following information:
The name of the licensee
The AFS Licence number.
The name of the person who starts to control the licensee (or persons) and
The day the person(s) starts to control the licensee.
Address this notice with the title "Section 922J Obligation to notify ASIC about a person who starts to control a body corporate licensee"
[bookmark: _Toc167945665]Anti Money laundering (AML)
[bookmark: _Toc167945666]Introduction
Anti money laundering legislation has been enacted in most parts of the world to combat money laundering by criminals, terrorists and terrorist groups.
In Australia the relevant legislation is the Anti Money Laundering and Counter Terrorism Financing Act 2006.  In the UK the relevant legislation is the Anti-Money Laundering / Financial Crime, and Sanctions regulations.
Money laundering is defined as: “The process used by criminals to disguise the origin and ownership of the proceeds of their criminal activities in order to avoid prosecution, conviction and confiscation”.
We have implemented the following AML Policy and Procedure to ensure we play our part in stamping out such illegal behaviour and meet the general obligations imposed by AML legislation in Australia and the United Kingdom.
In developing the Policy and Procedures we have taken a risk-based approach.  Therefore, our documentation, systems and procedures are appropriate and proportionate to the inherent risk of breach or violation of the law represented by the product type, book of business, underlying client base and the channels through which business is conducted.   
[bookmark: _Toc167945667]Overview
Our AML processes involve the following key steps:
The Board and senior management have made a commitment to implementing and maintaining an effective AML program within the business.
Risk Assessment
Implementation of processes to identify and report on suspicious activities.
Implement a “Know Your Client” approach to reduce the risk of Money Laundering.
Training all staff on our AML Policy and Procedures.
Ensure all policy / coverage documents are retained for a minimum 5 years to enable tracking of any historical issues.
[bookmark: _Toc167945668]Risk Assessment
The following table analyses the key factors that contribute to or indicate an exposure by the business to Anti Money Laundering activities.
	Indicator
	Commentary
	Risk Assessment

	Dealing with clients / intermediaries outside of Australia and New Zealand.
	Business only deals with Australian businesses and some New Zealand based clients.
	Low

	AML Legislation within Australia and New Zealand.
	Both Australia and New Zealand have comprehensive AML legislation in place
	Low

	Industry particularly susceptible to Money Laundering
	Insurance industry is not considered a high-risk industry
	Low

	Dealing via intermediaries
	All intermediaries the business deals with (who handle client money) are AFS Licensees subject to the Corporations Act or licensed under comparable NZ legislation.
	Low

	Examples of Money Laundering evident in same business scenarios as ours. 
	No known or published examples in Australia or New Zealand relevant to our operations. 
	Low



Based on the above table we believe we have assessed that we have minimal exposure to Money Laundering and the processes and procedures implemented reflect this assessment.
Based on such minimal exposure we have decided not to implement any routine checking of clients on Australian, New Zealand and international databases that hold the names of “At Risk” entities or entities that have had a sanction imposed on them.
[bookmark: _Toc167945669]Know Your Client
In cases where we are dealing directly with the end client or user of the insurance cover, we will ensure the following matters are considered:
False identity, e.g., Temporary/false addresses
Early cancellations
Reluctance to prove evidence of identity if requested
Lack of reason to take out a policy
Use of third parties to place cover
Payment of or to clients that appear to have no connection with the customer
Large cash payments
Corporate clients where we encounter difficulties and delays in obtaining financial information
Overseas where a request to insure goods in transit to or situated in countries where terrorism, the production of drugs, drug trafficking or organised crime may be prevalent
Substantial premiums paid by customers with limited means.
In all other cases where we are not dealing with the end client, we will be dealing with an entity that holds an Australian AFS Licence or equivalent New Zealand Licence.  In such cases we are unable to assess the client exposures but have taken the view that there is minimal risk given the typical client profile of the Licensees with whom we deal.
[bookmark: _Toc167945670]Suspicious Activities
The following are examples of typical suspicious activities that should trigger staff to make further enquiries to assure the business that it is not unknowingly involved in any money laundering where there:
Is difficulty in obtaining information about, or doubts over the bone fides of, the policyholder or other parties involved;
Are transactions set up and then quickly cancelled for no identifiable reason; 
Are transactions involving placements from, or the involvement of intermediaries, in different jurisdictions for no discernible purpose;
Are return premiums, overpayments or claim payments where a third party appears to benefit;
Is Premium Funding of policies where client will only take cover if premium funding available;
Are transactions where insurance does not appear to be the primary object or make no economic sense;
Are over-inflated values (e.g. on jewellery/fine art).
[bookmark: _Toc167945671]Training and Staff Awareness
We have developed a standard AML Training Package that comprises of an AML PowerPoint presentation that all staff are required to complete.  Details of completed training will be recorded in each staff members Training Register.
This training package has also been included on our Induction List for new staff.  The Induction List is retained with each staff members staff file.
[bookmark: _Toc167945672]Reporting
All suspicious transactions are to be reported to our Compliance Officer as shown on our Organisation Chart.  All such reports are to then be included in our Compliance Breach register.  The Compliance Officer will then discuss the matter with the Responsible Manager(s) to determine what further action / responses are required on a case by case basis.
[bookmark: _Toc167945673]Sanctions
Within Australia and New Zealand (as well as in many overseas jurisdictions) there are significant penalties to businesses and individuals that engage in or facilitate Money Laundering.  These penalties range from fines / loss of Licence to operate a business to jail sentences for the individuals concerned.
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